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About this Document



The risk management plan documents the procedures that OdinSoft is using to manage risk throughout the redesigning of the Everhard web site. 

For more information about the procedures within this document contact Darryl Lyons (Project Manager) on (07) 3208 0213 or 0417 757 995.



This document was created using Microsoft Word.
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Introduction

�



Scope and purpose of document 

�

In addition to identifying risks, analysing risks, documenting risks and evaluating (weighting) the risks, the document covers who is responsible for managing the various areas of risk, how to monitor them, how OdinSoft will implement contingency plans, and how reserves will be allocated.



General overview 

�

For OdinSoft risks means possible occurrence of expected and unexpected events. Mainly negative deviation of actual project sequences from those that are planed. 



Damages are the negative results of risks.

Personal damage

Damage to material

Loss of material

Loss of image

Delay



Risks and damages occur to a varying degree in different phases of a project. Up to 90% of the subsequent damages occur in the start phase, even before an order is placed. The damage (i.e. effects), on the other hand are Documenting risks



What can OdinSoft do?

We identify the risks 

We documenting the risks

We weighting the risks

We monitoring the risks

We coming up with solutions



That means we monitor the consequences, duration and possibilities.

















We have to take into consideration all the risks that could happen through the whole process.

We have to calculate them

Try to get the customer too take the risks and the costs

Try to get the supplier and freelancer to take risks and the costs

Try to avoid or reduce the risks

Take the risks



The difference between risks and damages are as follows:



RISKS�DAMAGE��

·	Loss of files

·	One team member  get ill

·	Theft of work

·	Missing of meeting

·	?�

·	Time lost in rewriting

·	One member less to do the work

·	No backup, expenditure in time i.e. costs

·	Lack of information

·	?��

RISKS�DAMAGE��are the causes

lie primarily in the start phase

can have positive or negative effect

repercussions �are the effects

lie primarily in the handling phase��



Overview over major risks 

�

One way to look at the different risks is the following
 
(
in no particular order
)
:





Transport/conveyance risk





A direct risk which is possible to cover completely with insurance

The main danger is delay and liability

The main measure is to try to get the risk to be covered by the customer as early as possible

We have to control our material in the way that damages are going to be covered by Transport/conveyance risk and not later by liability

















Development process risk (developing the pieces and putting together)





Completely covered by insurance?

The main measure is to get this covered in the contract





<clar
i
fy further
>






Claims risk





Try to investigate the customers ability to pay by credit institutions

Do only deal with customers you trust have a good payment moral

Agree 
on 
clear
 payment conditions

By payment difficulties take into consideration every secure measure





<
I’
m not sure this pertains to our project>






Liability risk





Liability for lack/defect/shortage on our delivery/performance

Timely accurate/exact limited

Through circumstances which we can’t control 
- 
we have to try to avoid this

Follow up damages ha
ve
 to be avoided




Follow up risk (responsibility)
 





Not possible to qualify the damage risk

Not possible to calculate

Partner/the harmed person not possible to point out

Reasons many
  
<clar
i
fy further
>


Limited/try to avoid




Delay risk





Mainly influenced from the project plan with the work breakdown plan with responsibilities and due dates that everybody should follow and influenced from the customer

The measure to make:�Internal: Have a work breakdown plan that everybody is following and use all the possible tools and monitor the whole process in an exactly and proper way.�In the contract: Try to avoid changes and customer influences. Get always paid for additional changes and avoid being responsible for follow up damages.
 In such case the 
Change 
Control Procedures
 will need to be followed.



Currency risk





The causes are not avoidable therefore 
the sales department by projects abroad has to�get a currency clause in the contract�A contract in hard currency





<
I’
m not sure this pertains to our project>
� 


Project development risk





A lot of risks involved. A lot of causes during the whole project�
External:
 A clear limitation and definition of our obligations/engagements�
Internal:
 Process oriented and always repeating control and monitoring in all the phases of the project and secur
i
ty
 of the standards�Strong impact on other risks, especially delay risk and liability risk.





Price/Cost risk






The obligations/engagements could not be influenced upon

The danger of this risk is common in the market and from all business partners accepted

To try to get the supplier and customer to cover this risk should be one part of our business politics.

If given further we should try to use mathematical figures to avoid misunderstanding.�


<
I’
m not sure this pertains to our project>
�
The risks written further down are without any particular order at the moment. We have to take the different phases and then write down the risk in every phase we see.



External contract

Design specification incomplete or misunderstood

Request for modifications from the customer and their frequency

internal problems with individual components, systems, and products

Problem with the software.

Client’s deadlines

Quality standards of the client.

Problem with design (client doesn’t like it)

Testing

Interface

Standards, regulations, QA standard

Copyright

Provision of materials by the client

Customers reaction

Infrastructure, general dates

Acceptance by the client

Special quality requirements

Our own skills concerning use of programs

Our own skills concerning different things

Staff quality and quantity

Co
-
operation with the customer, staff 

Experience of project leaders and project team members

Etc









Risk a legal viewpoint 

�

If damages occur, OdinSoft has to be sure that we are covered by our contract with Everhard. OdinSoft have to be aware of hidden risks.





Where risks occur 

�

We have different phases in our project:

Acquisition 

Inquiry 

Offer

Contract/Order

Implementation

Acceptance/Hand
 
over

Warranty



Three phases are particularly important for OdinSoft when considering risk in the Everhard project

Inquiry 

Offer

Contract/Order



Inquiry: A request for a cost estimate or an offer

Verbal or written

Not bound by formalities

Not legally binding

Contract/order



Offer: Proposal from a supplier or services provider

Precedes contract

Verbal or written

Not bound by formalities

�

Contract/Offer: Two matching declaration of intent

Verbal or written

Not bound by formalities

Binding

Terminated only when fulfilled or on bankruptcy / death of contracting part



In the pre order phase the risks lie in the fact that attributes promised might not need to be implemented and that costs are incurred for acquisition, order, creation and inquiry – even if no order is placed at the end.





Risks in the offer 

�

For OdinSoft is the highest risks when we offering a Web site at a lump sum fixed price at  x Au$ and the processing starts immediately. 

We will have the lowest risk when we can offer a Web site at non-binding recommended price at AU$? per hour. The service included is detailed in the enclosure. Additional services will be billed by need. That means we are best off with a contract “ May change, non-binding)



Our offer must clearly state how legally binding it is. For our agreement will probably a limited binding force be the result of the deal. That’s mean that our offer is binding, but is only valid up to a certain time. We offer a Web site at a price per hour in accordance with current regulations. And that our offer will remain valid for 3 weeks.





Risks in the contract

�

In the contract we have to look on

Liability

Break of contract. Penalties

Hand over date

Delay

General sales conditions

Local conditions

Etc.

�We have to be aware of common practice and legislation (law against unfair competition)

That means:

Business sense

Ethics and morals

Legal conditions in Australia

General terms and conditions



The consequences if this are not contractually regulated and subsequently not fulfilled:



Fulfi
lment on schedule			Delay



Fulfil
ment as agreed				Warranty



Fulfil
ment of secondary obligations		Liability




OdinSoft goals: We have to g
uard us against these risks with a contract limitation of liability





Handling liabilities

�

Odin Soft has to find ways of dealing with compensations and penalties arising from delay and warranties.

How will we limited the damages in the contract?



Penalty and compensation

From a legal point of view, there are basically two types of consequences for nor fulfilling a contract



Penalty

In this case a service must be provided for non-fulfil
ment of an element of a contract, even if this non-fulfi
lment did not result in any damages

�

Compensation

In this case a service must be provided in compensation for a damage. This includes the penalty.



It is important for OdinSoft to get a limitation of liability with Everhard, because legal measure applies to all points not agreed.

OdinSoft could regulate contractual limitations of liability as follows. 

Delay -?

Faults -?

Lump sum damages

Etc. 



Odinsoft has to be aware of that penalties and compensation may be due for other reasons other than delay or agreed service not provided or if contractual secondary obligations (e.g. confidentiality, retention times) have been violated.



We have to try to get the suppliers and Everhard to take the risks. And make liability limited in the contract.





Responsibilities 

�

Here we have first to identify each risk to each phase.































Analysing risks/Project risk table

�

Risks are controlled by risk analysis:

Risk identification

Risk documentation

Risk valuation

Risk monitoring



OdinSoft has to use the questions

What?

Where?

How?

When?



To record all possible risks and damages that could occur during the process with the project.



OdinSoft has to trace back the specified danger to causal risks.



OdinSoft has to enter all risks into a matrix



�External�(client,
 
suppliers)�Project�Internal�( project team)��Technical risks�����Legal Risks�����Commercial risks�����Team risks�����

Technical risk:

Feasibility of our project

Warranty of quality

Etc.



Legal risks

Restrictions due to law, standards and regulations

Etc.



Commercial risks

Restriction due to contract conditions









Risk Item�Category�Probability�Impact�Value�AU$�Reference���� � ������ � ������ � ������ � ����

Category is the risk category based on:

Product size				PS

Business impact			BU

Customer characteristics		CU

Process definition			PR

Development environment		DE

Technology				TE

Staff size and experience		ST



Probability is the current estimate of the likelihood of occurrence

H=High

M=Middel

L=Low



Impact indicates the likely effect on the project and the resulting product:

catastrophic (show-stopper)	1

critical (delay, extra cost)		2

marginal (extra effort)		3

negligible (internal effort)		4



Reference indicates the risk item number detailed in this plan.





Risk identifications 

�

This paragraph shall describe the inputs, the tools and the outputs of the risk identification activities





Risk Quantification

This paragraph describes the inputs, tolls and outputs from the risk quantification process.





Risk Response Development

This paragraph describes the inputs, tools and outputs of the risk response development for mitigation, monitoring and control.





Risk Response Control


This paragraph describes the inputs, tools and outputs to control risk response as the risk events occur.



Risk identifications 

�

This paragraph provide a description of the significant risk items identified for the project:



Factors influencing probability and impact 

�

This paragraph describes the impact assessment for the significant project risks.





















































Weighting risks 

�

Each risk is assessed on the basic of scope, duration and probability.



Scope: Our hardware/software is making trouble. How much time (money) could that cost?



Duration: How long does the hardware/software problem last, before we can continue our work.



Probability: How likely is it that the hardware/software will brake down?



A risk is rarely self-contained. When we are weighting the risks for the Everhard project we have to know that a risk generally triggers a follow-up risk.



This mean we have to consider the effect of all risks when we are assessing the scope, duration and probability. The risks can change during the whole process of our project.



We have to ask ourselves, which risks could have the most serious consequences.



We could make an ABC analysis 



We are listing all the risks within the different phases of our process.



Examples

Hardware/software break down

A team member is ill.

Nervous breakdown of the project manager

The client is impossible to reach for 4 weeks

The client change his/her mind

A part of the consignment is stolen

Files crashed

Everhard is insolvent



We weight the risks and put a value on them.

We arrange according to cost

We divide into, B and C risks.

�

Analysis of possible deviations from plan (APD)

·	Task

·	Risk

·	Causes

·	Probability



·	Value



·	Prevent causes

·	Guard against damages

�·	Describing tasks

·	List risks

·	Trace back to causes

·	Evaluate the percentage probabilities of occurrence

·	Put a figure on the potential financial damage on each risk

·	Define measures to counteract the causes

·	Define measures to counteract damages.



��









































































Documenting risks

�

We first have to identify the risks, after that we have to document the risks throughout the whole 

process of the project.



Our Checklist:

Requirements

Brainstorming risks

Risk matrix

Weighting

Follow up risks

Risk scales

Documentation

Checklists



Risk Checklist:

Checklist�Example��·	Possible risks

·	Possible damage

·	Earliest occurrence of risk or damage

·	Who is affected

·	Follow up risks, other affected

·	Duration of repercussion of risk

·	Value

·	Measures to avoid risks�

·	Measures to safeguard against

�·	Illness

·	Cant be fixed before in 4 weeks time

·	By the start of the project

·	Team, project manager

·	Client

·	4 weeks

·	AU$ 5000

·	Keep replacement available(Two persons know about the task)

·	Procure replacement member��



















Risk Mitigation, Monitoring and Management

�

The sole purpose of analyzing, documenting and weighting risks is to allow us to avert these risks.Conversely risks can only be averted and monitored on the basis of a risk analysis.



Analyze risk > Avert risks> Minimize damages.



In the pre-ordered phase we can do a rough risk analysis

By the negotiation phase we can do a detailed risk analysis

By the implementing/order phase we could monitoring, track follow-up risks.





Risk Management Plan Iteration Schedule

�

This section describes the schedule for reviewing and revising the Risk Management Plan.  Ad-hoc or scheduled project milestones may be the «triggers» to revisit the Risk Management Plan and revise the mitigation, monitoring, or management decisions.





Summary

�

We have so far listed the risks, tried to get an overview and pointed out in which phases of the project where it is important to be on alert. We have not yet covered who is responsible for managing various areas of risk or in which way exactly we want to monitoring the risks.  
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